
RCW 28A.600.460  Classroom discipline—Policies—Classroom 
placement of student offenders—Data on disciplinary actions.  (1) 
School district boards of directors shall adopt policies that restore 
discipline to the classroom. Such policies must provide for at least 
the following: Allowing each teacher to take disciplinary action to 
correct a student who disrupts normal classroom activities, abuses or 
insults a teacher as prohibited by RCW 28A.635.010, willfully disobeys 
a teacher, uses abusive or foul language directed at a school district 
employee, school volunteer, or another student, violates school rules, 
or who interferes with an orderly education process. Disciplinary 
action may include but is not limited to: Oral or written reprimands; 
written notification to parents of disruptive behavior, a copy of 
which must be provided to the principal.

(2) A student committing an offense under chapter 9A.36, 9A.40, 
9A.46, or 9A.48 RCW when the activity is directed toward the teacher, 
shall not be assigned to that teacher's classroom for the duration of 
the student's attendance at that school or any other school where the 
teacher is assigned.

(3) A student who commits an offense under chapter 9A.36, 9A.40, 
9A.46, or 9A.48 RCW, when directed toward another student, may be 
removed from the classroom of the victim for the duration of the 
student's attendance at that school or any other school where the 
victim is enrolled. A student who commits an offense under one of the 
chapters enumerated in this section against a student or another 
school employee, may be expelled or suspended.

(4) Nothing in this section is intended to limit the authority of 
a school under existing law and rules to expel or suspend a student 
for misconduct or criminal behavior.

(5) All school districts must collect data on disciplinary 
actions taken in each school and must record these actions using the 
statewide student data system, based on the data collection standards 
established by the office of the superintendent of public instruction 
and the K-12 data governance group. The information shall be made 
available to the public, but public release of the data shall not 
include personally identifiable information including, but not limited 
to, a student's social security number, name, or address.  [2013 2nd 
sp.s. c 18 s 305; 1997 c 266 s 9.]

Application—Enforcement of laws protecting health and safety—
2013 2nd sp.s. c 18: See note following RCW 28A.600.022.

Findings—Intent—Severability—1997 c 266: See notes following 
RCW 28A.600.455.
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